
 Attachment D. 

 IN ACCORDANCE WITH THE FEDERAL COMMUNICATIONS 
 COMMISSION REGULATIONS (47 U.S.C. § 1601), I HEREBY ATTEST 
 THAT OUR ORGANIZATION DOES NOT UTILIZE ANY EQUIPMENT 
 PROHIBITED BY THE FCC. 

 SZ DJI TECHNOLOGY CO LTD IS NOT ON THE LISTED OF THE 
 SECURES NETWORKS ACT AS OF FCC.GOV LAST UPDATED 
 SEPTEMBER 2023 

 RISK ASSESSMENT 
 With this drone the only capability is the flight paths of the drones during application. We will 
 save other information of the location and finer detail on Drone Logbooks. Johnny Ference will 
 be the only representative to communicate with personal information or data on an operation. 

 SECURITY POLICIES AND PROCEDURES 
 All Employees will sign an agreement to not share personal information or data. They will have 
 to talk to Johnny Ference if any calls are made about people seeking this information. 

 NETWORK SECURITY 
 The communication for the drone and the remote don’t have to be on an open network to 
 communicate. So development of the plans will be the only chance for network security 
 possibilities. This will be managed at Ference Agronomy Office to ensure data is protected with 
 the use of Drone Logbooks and spyware. 

 PHYSICAL SECURITY 
 Drones and information about the drone's work will be in office. We will have the drones in their 
 secure location in the office. Also the data made and shared, will only be Johnny Ference’s 
 computer with his login to insure safety to his clients. 

 COMPLIANCE 
 Ference Agronomy will always make sure to have the correct and up to date legal ability with 
 FAA, Nebraska Department of Agriculture, and other government agencies. 


